
UGOVOR

IZMEĐU

REPUBLIKE HRVATSKE

I

PORTUGALSKE REPUBLIKE

O UZAJAMNOJ ZAŠTITI KLASIFICIRANIH PODATAKA

Republika Hrvatska i Portugalska Republika (u daljnjem tekstu „stranke"), 

sporazumjele su se kako slijedi:

Za potrebe ovog Ugovora:

(4) „stranka pošiljateljica" označava stranku koja je stvorila klasificirane podatke;

Ovaj Ugovor uspostavlja pravila za osiguravanje zaštite klasificiranih podataka koji 
zajednički nastaju ili se razmjenjuju između stranaka.

shvaćajući da dobra suradnja može zahtijevati razmjenu klasificiranih podataka između 
stranaka, 

(1) „klasificirani podaci" označava bilo koje podatke, neovisno o obliku, koje treba 
zaštititi od povrede sigurnosti i koji su klasificirani u skladu s nacionalnim zakonima i 
propisima stranke pošiljateljice;

(3) „povreda sigurnosti" označava bilo koji oblik neovlaštenog otkrivanja, zlouporabe, 
izmjene, oštećivanja ili uništavanja klasificiranih podataka, kao i bilo koje drugo 
činjenje ili nečinjenje, čiji je rezultat gubitak njihove povjerljivosti, cjelovitosti ili 
dostupnosti;

Članak 1.
Svrha i područje primjene

Članak 2.
Definicije

želeći uspostaviti skup pravila koja uređuju uzajamnu zaštitu klasificiranih podataka koji se 
razmjenjuju ili nastaju tijekom suradnje između stranaka, 

(2) „nužnost pristupa podacima za obavljanje poslova iz djelokruga" označava 
nužnost pristupa klasificiranim podacima u okviru radnog mjesta i za obavljanje 
određenog zadatka;



Stranke su suglasne da su sljedeći stupnjevi tajnosti istoznačni:

1. Nacionalna sigurnosna tijela stranaka su:

Za Portugalsku Republiku:

Za Republiku Hrvatsku:
Ured Vijeća za nacionalnu sigurnost;

(5) „stranka primateljica“ označava stranku kojoj se prenose klasificirani podaci stranke 
pošiljateljice;

(6) „nacionalno sigurnosno tijelo“ označava nacionalno tijelo odgovorno za provedbu i 
nadzor ovog Ugovora;

(7) „nadležno tijelo“ označava nacionalno sigurnosno tijelo ili drugo nacionalno tijelo 
koje, u skladu s nacionalnim zakonima i propisima, provodi ovaj Ugovor;

(9) „klasificirani ugovor“ označava ugovor između dva ili više ugovaratelja koji sadrži 
klasificirane podatke ili čija provedba zahtijeva pristup klasificiranim podacima;

(11) „uvjerenje o sigurnosnoj provjeri pravne osobe“ označava potvrdu nadležnog 
sigurnosnog tijela kojom se, u skladu s nacionalnim zakonima i propisima, potvrđuje 
da pravna ili fizička osoba ima fizičke i organizacijske kapacitete kojima se 
ispunjavaju uvjeti za pristup i postupanje s klasificiranim podacima;

(12) „treća strana“ označava bilo koju državu, organizaciju ili pravnu osobu koja nije 
stranka ovog Ugovora.

Članak 4.
Nacionalna sigurnosna tijela

Članak 3.
Stupnjevi tajnosti

Za Republiku Hrvatsku 
VRLO TAJNO 

TAJNO 
POVJERLJIVO 
OGRANIČENO

Za Portugalsku Republiku 
MUITO SECRETO 

SECRETO 
CONFIDENCIAL 

RESERVADO

Istoznačnica na engleskom 
TOP SECRET

________ SECRET
CONFIDENTIAL 

RESTRICTED

(8) „ugovaratelj“ označava fizičku ili pravnu osobu koja ima pravnu sposobnost 
sklapanja klasificiranih ugovora;

(10) „uvjerenje o sigurnosnoj provjeri osobe“ označava potvrdu nadležnog 
sigurnosnog tijela kojom se, u skladu s nacionalnim zakonima i propisima, potvrđuje 
da fizička osoba ispunjava uvjete za pristup klasificiranim podacima;



Nacionalno sigurnosno tijelo.

2. Nacionalna sigurnosna tijela dostavljaju jedno drugom svoje službene kontakt podatke.

9. Stranka primateljica:

6. Nadležna sigurnosna tijela, na zahtjev i u skladu s nacionalnim zakonima i propisima, 
pomažu jedno drugom u provedbi sigurnosnih provjera nužnih za primjenu ovog Ugovora.

8. Na zahtjev nacionalnog sigurnosnog tijela stranke pošiljateljice, nacionalno sigurnosno 
tijelo stranke primateljice izdaje pisanu potvrdu da fizička osoba ima pravo pristupa 
klasificiranim podacima.

2. Stranke osiguravaju isti stupanj zaštite za ranije navedene klasificirane podatke kao što je 
predviđen za nacionalne klasificirane podatke istoznačnog stupnja tajnosti, kako je određeno 
u članku 3. ovog Ugovora.

3. Stranka pošiljateljica pisano obavješćuje stranku primateljicu o bilo kojoj promjeni stupnja 
tajnosti ustupljenih klasificiranih podataka, kako bi se primijenile odgovarajuće sigurnosne 
mjere.

4. Pristup klasificiranim podacima imaju samo osobe kojima je, u skladu s nacionalnim 
zakonima i propisima, odobren pristup klasificiranim podacima istoznačnog stupnja tajnosti i 
kojima je to nužno za obavljanje poslova iz djelokruga.

5. U okviru područja primjene ovog Ugovora, svaka stranka priznaje uvjerenje o sigurnosnoj 
provjeri osobe i uvjerenje o sigurnosnoj provjeri pravne osobe koje je izdala druga stranka.

3. Nacionalna sigurnosna tijela obavješćuju jedno drugo, na zahtjev, o važećim nacionalnim 
zakonima i propisima kojima se uređuje zaštita klasificiranih podataka i razmjenjuju podatke 
0 sigurnosnim standardima, postupcima i praksama za zaštitu klasificiranih podataka.

a) dostavlja klasificirane podatke trećoj strani samo na temelju prethodnog pisanog 
pristanka stranke pošiljateljice;

Članak 5.
Mjere zaštite i pristup klasificiranim podacima

7. U okviru područja primjene ovog Ugovora, nacionalna sigurnosna tijela bez odgode 
obavješćuju jedno drugo o bilo kojoj izmjeni u pogledu uvjerenja o sigurnosnoj provjeri 
osobe i uvjerenja o sigurnosnoj provjeri pravne osobe, posebice u vezi s povlačenjem ili 
promjenom stupnja tajnosti.

1. Stranke, u skladu sa svojim nacionalnim zakonima i propisima, provode sve odgovarajuće 
mjere za zaštitu klasificiranih podataka koji se razmjenjuju ili nastaju u skladu s ovim 
Ugovorom.

3. Stranke diplomatskim putem obavješćuju jedna drugu o promjenama nacionalnih 
sigurnosnih tijela, što ne predstavlja izmjenu i dopunu ovog Ugovora.



3. Prijevod se označava izvornom oznakom stupnja tajnosti i nosi odgovarajuću napomenu na 
jeziku prijevoda da prijevod sadrži klasificirane podatke stranke pošiljateljice.

3. Stranka pošiljateljica može, dodatnim označavanjem ili slanjem naknadne pisane 
obavijesti, zabraniti uništavanje klasificiranih podataka, a ako je uništavanje klasificiranih 
podataka zabranjeno, oni se vraćaju stranci pošiljateljici.

1. Klasificirani podaci prenose se između stranaka, u skladu s nacionalnim zakonima i 
propisima stranke pošiljateljice, najčešće diplomatskim putem, ili na drugi način koji 
dogovore nadležna tijela.

2. Svi umnoženi primjerci klasificiranih podataka označavaju se izvornom oznakom stupnja 
tajnosti i takvi umnoženi podaci stavljaju se pod isti nadzor kao izvorni podaci, dok je broj 
umnoženih primjeraka ograničen na broj potreban u službene svrhe.

2. Podaci označeni kao VRLO TAJNO / MUITO SECRETO / TOP SECRET ne uništavaju 
se i vraćaju se stranci pošiljateljici nakon što ih se prestane smatrati potrebnima.

1. Podaci označeni kao TAJNO / SECRETO / SECRET ili više prevode se ili umnožavaju 
samo u iznimnim slučajevima, na temelju prethodnog pisanog pristanka stranke pošiljateljice.

b) označava primljene klasificirane podatke u skladu s istoznačnim stupnjem tajnosti 
utvrđenim u članku 3.;

c) koristi klasificirane podatke samo za svrhe za koje su dostavljeni.

Članak 1.
Umnožavanje i prevođenje klasificiranih podataka

Članak 8.
Uništavanje klasificiranih podataka

Članak 6.
Prijenos klasificiranih podataka

2. Stranka primateljica pisano potvrđuje primitak klasificiranih podataka označenih kao 
POVJERLJIVO / CONFIDENCIAL / CONFIDENTIAL ili više.

4. U kriznoj situaciji, kada je nemoguće zaštititi ili vratiti klasificirane podatke koji su 
razmijenjeni ili nastali u skladu s ovim Ugovorom, klasificirani podaci se odmah uništavaju, 
a stranka primateljica što je prije moguće obavješćuje nacionalno sigurnosno tijelo stranke 
pošiljateljice o tom uništavanju.

1. Klasificirani podaci uništavaju se na način koji onemogućava njihovo djelomično ili 
potpuno obnavljanje.

10. Predstavnici nadležnih tijela mogu se međusobno posjećivati kako bi analizirali 
učinkovitost mjera usvojenih za zaštitu klasificiranih podataka.



klasificirani ugovor i njihov stupanj

1. U slučaju klasificiranih ugovora koji se provode na državnom području jedne od stranaka, 
nadležno sigurnosno tijelo druge stranke dostavlja prethodnu pisanu potvrdu da predloženi 
ugovaratelj posjeduje uvjerenje o sigurnosnoj provjeri pravne osobe odgovarajućeg stupnja 
tajnosti.

2. Ugovaratelj ili podugovaratelj, u skladu s nacionalnim zakonima i propisima, osigurava da 
su sve osobe koje imaju pristup klasificiranim podacima informirane o svojoj odgovornosti u 
smislu zaštite klasificiranih podataka.

3. Svako nacionalno sigurnosno tijelo može zatražiti od drugoga obavljanje sigurnosne 
inspekcije u objektu koji se nalazi na državnom području njegove države kako bi se osiguralo 
kontinuirano poštivanje sigurnosnih standarda u skladu s važećim nacionalnim zakonima i 
propisima.

1. Posjeti koji zahtijevaju pristup klasificiranim podacima podliježu prethodnom pisanom 
pristanku koji daju nadležna sigurnosna tijela u skladu s važećim nacionalnim zakonima i 
propisima, uz izuzetak posjeta koji zahtijevaju pristup klasificiranim podacima označenim 
kao OGRANIČENO / RESERVADO / RESTRICTED, koji se mogu dogovarati izravno 
između savjetnika za informacijsku sigurnost odnosnih tijela.

2. Zahtjev za posjet podnosi se putem nadležnog sigurnosnog tijela stranke domaćina 
najmanje dvadeset (20) dana prije posjeta i uključuje:

a) ime i prezime posjetitelja, mjesto i datum rođenja, državljanstvo, broj putovnice ili 
osobne iskaznice;

Članak 9.
Klasificirani ugovori

Članak 10. 
Posjeti

4. Klasificirani ugovori sklopljeni između ugovaratelja stranaka u skladu s odredbama ovog 
Ugovora uključuju odgovarajuće projektno-sigurnosne upute kojima se određuju najmanje 
sljedeći aspekti;

a) popis klasificiranih podataka uključenih u
tajnosti;
b) postupak za komunikaciju o promjeni stupnja tajnosti podataka;
c) komunikacijski putovi i sredstva za elektromagnetski prijenos;
d) postupak za prijevoz klasificiranih podataka;
e) obveza obavješćivanja o bilo kojem stvarnom neovlaštenom otkrivanju, zlouporabi 
ili gubitku klasificiranih podataka, ili o sumnji u neovlašteno otkrivanje, zlouporabu 
ili gubitak klasificiranih podataka.

5. Primjerak projektno-sigurnosnih uputa klasificiranog ugovora prosljeđuje se nadležnom 
tijelu stranke u kojoj se klasificirani ugovor treba provesti, kako bi se omogućilo 
odgovarajuće sigurnosno nadgledanje i nadzor.



3. U žurnim slučajevima, zahtjev za posjet podnosi se najmanje sedam (7) dana unaprijed.

1. Valjanost odobrenja posjeta nije dulja od dvanaest (12) mjeseci.

nacionalnom sigurnosnom tijelu

4. Nacionalno sigurnosno tijelo stranke koja primi zahtjev za posjet o odluci pravodobno 
obavješćuje nacionalno sigurnosno tijelo stranke koja podnosi zahtjev.

10. Bilo koji klasificirani podaci koje posjetitelj dobije smatraju se klasificiranim podacima 
ustupljenim na temelju ovog Ugovora.

Članak 11.
Povreda sigurnosti

5. Posjet fizičkih osoba iz treće stranke koji zahtijeva pristup klasificiranim podacima stranke 
pošiljateljice odobrava se samo pisanim pristankom nacionalnog sigurnosnog tijela stranke 
pošiljateljice.

8. Nacionalna sigurnosna tijela mogu usuglasiti sastavljanje popisa osoba ovlaštenih za 
ponovljene posjete, koji je valjan tijekom početnog razdoblja od dvanaest (12) mjeseci i može 
se, temeljem dogovora, produljiti za daljnje razdoblje koje ne prelazi sljedećih dvanaest (12) 
mjeseci.

6. Nacionalno sigurnosno tijelo stranke domaćina daje primjerak odobrenog zahtjeva za 
posjet savjetnicima za informacijsku sigurnost tijela koje se posjećuje.

2. Zaključci ranije navedenih postupaka prosljeđuju se 
stranke pošiljateljice.

b) naziv tijela koje posjetitelj predstavlja;
c) naziv i adresu tijela koje se posjećuje, uključujući ime i telefonski broj osobe za 
kontakt;
d) potvrdu o uvjerenju o sigurnosnoj provjeri osobe posjetitelja i njegovoj valjanosti;
e) svrhu posjeta, uključujući najviši stupanj klasificiranih podataka koji će biti 
uključeni;
f) očekivani datum i trajanje posjeta, a u slučaju ponovljenih posjeta, navodi se 
ukupno razdoblje pokriveno posjetima;
g) datum, potpis i otisak službenog pečata nadležnog sigurnosnog tijela.

9. Nakon što su nacionalna sigurnosna tijela odobrila popis za ponovljene posjete, uvjeti 
pojedinih posjeta izravno se dogovaraju sa savjetnicima za informacijsku sigurnost tijela koja 
se posjećuju.

1. U slučaju stvarne povrede sigurnosti ili sumnje u povredu sigurnosti, nacionalno 
sigurnosno tijelo stranke u kojoj je do nje došlo bez odgode pisano obavješćuje nacionalno 
sigurnosno tijelo stranke pošiljateljice i pokreće odgovarajući postupak, u skladu s 
nacionalnim zakonima i propisima, kako bi se utvrdile okolnosti povrede sigurnosti, razmjer 
štete i mjere provedene za njezino ublažavanje.



4. Druga stranka, ako je potrebno, surađuje u postupcima iz stavka 1. ovog članka.

1. Stranke mogu izmijeniti i dopuniti ovaj Ugovor na temelju uzajamnog pisanog pristanka.

1. Ovaj Ugovor ostaje na snazi na neodređeno vrijeme.

3. Ovaj Ugovor prestaje šest (6) mjeseci nakon datuma primitka ranije spomenute obavijesti.

3. Ako do povrede sigurnosti dođe u trećoj državi, nacionalno sigurnosno tijelo stranke 
pošiljateljice bez odgode poduzima radnje iz stavaka 1. i 2. ovog članka.

4. Usprkos prestanku, svi klasificirani podaci ustupljeni u skladu s ovim Ugovorom 
nastavljaju se štititi u skladu s ovdje navedenim odredbama, sve dok stranka pošiljateljica ne 
oslobodi stranku primateljicu te obveze.

Svaka stranka snosi svoje vlastite troškove koji nastanu u provedbi ovog Ugovora i njegovom 
nadzoru.

Bilo koji spor u vezi s tumačenjem ili primjenom ovog Ugovora rješavat će se pregovorima 
između stranaka diplomatskim putem.

2. Izmjene i dopune stupaju na snagu u skladu s uvjetima naznačenim u članku 16. ovog 
Ugovora.

2. Bilo koja stranka može, u svako doba, okončati ovaj Ugovor pisanom obaviješću drugoj 
stranci diplomatskim putem.

Ovaj Ugovor stupa na snagu trideset (30) dana nakon datuma primitka posljednje pisane 
obavijesti, diplomatskim putem, kojom se priopćuje okončanje unutarnjih postupaka svake 
stranke potrebnih za tu svrhu.

Članak 15.
Trajanje i prestanak

Članak 13.
Rješavanje sporova

Članak 16.
Stupanje na snagu

Članak 14.
Izmjene i dopune

Članak 12. 
Troškovi



T.X
REPUBLIKU HRVATSKU

Članak 17.
Registracija

ZA
PORTUGALSKU REPUBLIKU

Sastavljeno u  dana  u dva izvornika, svaki na hrvatskom, 
portugalskom i engleskom jeziku, pri čemu su svi tekstovi jednako vjerodostojni. U slučaju 
razlika u tumačenju, mjerodavan je engleski tekst.

Nakon stupanja na snagu ovog Ugovora, stranka na čijem je državnom području potpisan 
ovaj Ugovor dostavlja ga radi registracije Tajništvu Ujedinjenih naroda, u skladu s člankom 
102. Povelje Ujedinjenih naroda, te obavješćuje drugu stranku o okončanju ovog postupka, 
navodeći odnosni broj registracije.


